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External Attack Surface Management. National Information Security Conference (NISC): AGENDA 2023 
 

 Wednesday 1st November 2023 

09.30 Registration Opens 

10.30 

ROUNDTABLE: 
Exposure Management: Vulnerability 

Management Maturity Model 
Darren Harmer, SE Manager, Tenable 
Explore how simple changes and 
setting expectations can make an 

organisation less exposed. 
 

ROUNDTABLE:  
Justifying Your Cybersecurity Spend  

James Clifford, Logrhythm 
The better justification of 

cybersecurity spend in the current 
economic climate, especially now that 
much of your data resides in the ‘safe 

harbour’ of the Cloud. 

BREAKOUT:  
Compliance Changes 

Vernon Poole & Lloyd Bridges 
Sapphire 

Explore the updates to 
ISO27001:2022 & IASME’s changes to 

Cyber Essentials. 

11.30 

ROUNDTABLE: 
Securing Tomorrow: The Future of 

Intelligence  
Dan Lockhart, Recorded Future 

How organisations are navigating the 
complexities of current threats while 
utilising emerging technologies such 
as AI and machine learning. Join us as 
we explore the transformative role of 

technology in threat detection, 
analysis, and mitigation. 

ROUNDTABLE: 
Who’s Winning the AI Cyber War? 

Chris Whitley, Check Point 
Cyber threats are becoming more 

complex. So, how do you detect and 
respond to threats in this scenario? In 

this session, we’ll explore how AI 
adapts quickly and proactively 

defends against threats by using 
Machine Learning and Deep Learning 

algorithms.  

BREAKOUT:  
Defeating Ransomware: A Case Study 

Sapphire 
Learn how Sapphire Managed Services 
detected, investigated and responded 

to real-world Ransomware attacks. 

12.30 
Lunch: Exhibition & Networking 

The conference opens with a light networking lunch in the exhibition area, allowing our delegates to meet with our 
sponsors and speakers, and network with their peers. 

13.15 
Opening Words 

Ian Thomas, CEO, Sapphire 
Graham Cluley, Host of Smashing Security, NISC Chairperson 

13.30 
Keynote: Identify – The Road to Ransom & Beyond  

Tenable Networks 

14.15 Keynote: Current Threat Landscape 
Jane Wakefield, Technology Journalist 

15.00 Break: Exhibition & Networking 

15.30 

Email Security Re-Invented 
Check Point 

Find out why Check Point have re-
invented email security with patented 

in-line API protection, what that 
means and what AI, fed by the largest 
security data lake in the world, can do 

for your inbox!  
 

External Attack Surface Management 
Ashok Palmer, SE, Tenable 

Learn how to get comprehensive 
visibility into all of your internet-

connected assets, services and 
applications to better understand your 

organisation’s full digital footprint 
and better assess and manage risk.  

Protecting Your Identity: 
Is MFA Enough? 

Dan Lockhart, Recorded Future 
What does the ecosystem look like? 

(Infostealer malware and cookie 
theft); Some methods of MFA 

bypassing; How we could improve 
account takeover detection and 

prevention. 

16.05 Keynote: Ransomware & Money Laundering – The Impact of Financial Crime  
Geoff White, Author and Investigative Journalist 

16.50 Closing Words 
Graham Cluley, Host of Smashing Security, NISC Chairperson 

18.00 NISC Expo Evening 
Gather in the exhibition area for an informal evening which includes entertainment and a buffet evening meal. 
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National Information Security Conference (NISC): AGENDA 2023 

Subject to change 
 Thursday 2nd November 2023 

09.15 Opening Words 
Graham Cluley, Host of Smashing Security, NISC Chairperson 

09.30 

Keynote & Panel Session - Digital Disruption: The Impact of AI and Security 
Professor Lisa Short 

Professor Lisa Short, a renowned preeminent authority and thought leader in digital technology, will lead the discussion in our 
opening keynote, discussing the impact of AI and security. Following her presentation, she will join our panellists below as we 

discuss real-life implications of AI within the workplace and the impact it has on security. 
 

Chris Gray, CISO, The Co-operative Bank 
Jennifer Kilmartin, VP of Information Security and Compliance at Partnerize and President of ISACA Northern Chapter 

Tony Cobain, Digital Director, Mersey Internal Audit Agency (MIAA) 

10.30 
Announcement: The Future of OT Security 

Charly Davis, CCO, Sapphire 
Jules Farrow-Lesnianski, OT Director, Sapphire 

11.15 Break: Exhibition & Networking 

11.50 
Identity Powered Zero Trust 

Synopsis 
Okta 

Reinventing Vulnerability Management 
to Build Unbreachable Defence 

SecPod 

Defending & Protecting Critical Data  
& Infrastructure 

Logrhythm 

12.25 
Merge Security & IT to  

Remediate Risk & Threats 
Vicarius 

It’s time to take a new approach with 
your PEOPLE and your email security. 

Egress 

ThreatOps Challenge Workshop  
SentinelOne 

13.00 
Lunch: Exhibition & Networking 

A light networking lunch in the exhibition area, allowing our delegates to meet with our sponsors and speakers,  
and network with their peers. 

13.45 

From Bytes to Insights: Communicating Cyber Security Effectively 
Erhan Temurkan, Director of Security & Technology, Fleet Mortgages 

In this presentation, Erhan will delve into the art of communicating cybersecurity effectively to diverse audiences. Attendees 
will gain insights into translating technical jargon into clear business language, emphasising the significance of storytelling, 
fostering trust and transparency, and nurturing security champions within an organisation. Through real-world examples and 

practical guidance, Erhan will illustrate how mastering these elements can elevate cybersecurity communication to a strategic 
level, ensuring that cybersecurity becomes a shared priority across the organisation. 

14.30 

Keynote - Refreshing an Organisations Culture Towards Cybersecurity 
Tim Collinson, Head of Information Security, Walkers 

This session will discuss the importance of leadership engagement, how to implement a cultural change, security 
being the department of ‘yes’ and Tim’s experiences in sourcing talent. 

15.15 
Closing Words 

Graham Cluley, Host of Smashing Security, NISC Chairperson 

 


